
 

 

  

Steps to Update the new SSL in NOW EXE & NOW EMS EXE 
 
 
The existing SSL certificates used by the NOW exe and the NOW EMS exe shall expire on January 09, 2020. Post 
this date, NOW Users shall get “Request Failure” on invoking the NOW exe and the NOW EMS exe. Hence, 
members are requested to update the SSL certificates of all their NOW Exe and the NOW EMS exe users. Follow 
the below steps to update the SSL certificates:  

 

• Go to ftp://121.241.2.20/COMMON/NOW and type User Name: ftpguest and Password: FTPGUEST and 
download NOWSSL2020.zip  

• Unzip NOWSSL.zip on your desktop. The following files will be available in the NOWSSL2020.zip: 

o BHARTI-ISP.ini 
o TATA-ISP.ini 
o ssl folder 

▪ omne_ssl_nest_auth_certificate.cer 
▪ omne_ssl_nest_client_certificate.cer 
▪ omne_ssl_nest_client_private_key.cer 

o NOW EXE SSL Updation Steps.pdf 

• Replace the files in the NOW – ssl folder with the certificates in the ssl folder of the zip file. 

• Replace the BHARTI-ISP.ini and TATA-ISP.ini files in the NOW – env folder with the BHARTI-ISP.ini and TATA-
ISP.ini files in the zip file.  

• Members using DMA facility on NOW are requested to inform their clients using NOW EMS exe to update 
their SSL folder with the updated certificate files and updated nestclient.ini on January 09, 2020. 

 
 
 
 
 
 
 

 


